
 

 

 

 

 

 

 

 

1. 80-85% is correct!   

An astounding 83% of adult internet users in 
the U.S. look for health and/or medical info 
on-line, according to Pew Research Center. 

 

 

 

 

2. Right again! 60-65% is correct. 

61% of the 77% of American adults who are 
online now use a Social Media site like 
Facebook, MySpace or LinkedIn, which is up 
significantly from just 8% in February 2005, 
according to Pew Internet and American Life 
Project’s December 2010 Survey.  That’s huge! 

 
Workforce Social Media Survey – Spring 2011 

 
844 members of the Capella Healthcare Workforce took part in the Social Media survey during the summer of 2011. For the questions that had a “right” or 
“wrong” choice, the majority of people got the answers right. Here’s what you got right – and wrong – as well as a look at how YOU are using Social Media. 

http://www.pewinternet.org/Static-Pages/Trend-Data/Online-Activites-Total.aspx�
http://www.pewinternet.org/Static-Pages/Trend-Data/Online-Activites-Total.aspx�


3. Right again! The great majority of folks knew 
that answers a-f were all correct.  

To learn more, just check out our policy on “Use of 
Social Media by Company Personnel” which 
includes helpful guidelines about personal 
involvement.  Here’s a link to the policy. 

 

http://www.capellahealth.com/wp-content/uploads/2010/10/Policy-and-Guidelines-Use-of-Social-Media.pdf�


 

4.  Impressive!  98% of respondents KNEW the 
answer here!  Again, just reference our policy if 
you have any questions. 
 

 

 

 

 

 

 

 

5.  Again, impressive!  98.5% knew that you never 
use Social Media or Texting tools to share private 
or proprietary information.   



 

6.  Only 2 individuals out of the 837 who 
answer this question got it wrong with 99.8% 
knowing that it is NEVER a good idea to share 
information about a patient on a Social Media 
site or in conversation with anyone not 
involved in the patient’s care.   

Federal HIPAA laws call for civil and criminal 
penalties for privacy and security violations, 
including fines and/or imprisonment up to 10 
years for knowing misuse of individually 
identifiable health information. 

 



 

 

7. The majority understood that HIPAA laws 
define a hospital’s Workforce to include a-g, 
anyone who is working for or with the 
organization who might have access to 
protected health information, including vendors 
or business associates. 

 

Technically, it’s feasible a Therapy Dog could be 
included if they were able to communicate that 
private information… 



 

8.  Here’s one of two that the majority of 
respondents got wrong.  The correct answer is e.   

Hard to believe but more than 10,000,000 individuals 
have had their Protected Health Information exposed 
or compromised since tracking of breaches affecting 
500 or more individuals began.  Here’s a link to the 
site where they are all posted: 

http://www.hhs.gov/ocr/privacy/hipaa/administrativ
e/breachnotificationrule/breachtool.html 

 

 

 

 

 

9.  And here’s the other question that most people 
got wrong.  The correct answer is a. 

Yes, Capella Healthcare really does have an official 
YouTube Channel.  You can find it at:  
www.YouTube.com/CapellaHealthcare 

As of Monday, August 1, 2011, there were more than 
34 videos posted with over 1,200 views. 

But before you try to link to YouTube from your work 
computer, read the next page…  

 

 

http://www.hhs.gov/ocr/privacy/hipaa/administrative/breachnotificationrule/breachtool.html�
http://www.hhs.gov/ocr/privacy/hipaa/administrative/breachnotificationrule/breachtool.html�
http://www.youtube.com/CapellaHealthcare�


 

 

 

 

 

10. Most people understood that both 
answers a and b are correct. 

You probably can’t access YouTube from a 
work computer unless there’s a specific 
business need for it.  That’s because 
streaming video takes up too much band 
width on the network, which is a resource 
needed for patient care.  That’s why we 
choose to have our firewall block sites like 
YouTube.  Social Media sites like Facebook 
and Twitter are blocked primarily because of 
the risk they’ll spread virus, worms and 
malware throughout the network, thus 
interfering with patient care.  Patient care is 
always our first priority. 

 



 

11. Very interesting! 

35.2% of those responding say they use Facebook 
NEARLY EVERY DAY with another 15.5% using it 
APPROXIMATELY WEEKLY.  That’s more than 50%. 

None of the other Social Media sites achieved this 
level of popularity. The next highest was YouTube 
with 9.3% using it weekly and 13.8% using it 
monthly. 



 

12. Answers (or opinions) were divided over 
whether or not to “friend” an immediate 
supervisor on Facebook.   

A majority (28.1%) prefer to keep their 
“personal and work lives separate” with another 
14.4 wanting to give this “very serious thought.” 
That’s a total of 42.5%. 

But 17% have already “friended” their boss and 
another 18.5% “wouldn’t have a second 
thought” about it. That’s a total of 35.5%. 

 

 

 

 

13. Technically, every hospital that’s ever been 
named as an employer by someone on 
Facebook has what’s called a “Community 
Page,” automatically generated by Facebook. 
These sites are not supported by or maintained 
by the hospitals.   

However, a number of our hospitals have now 
set up their own sites with the goal of 
communicating more proactively with their 
communities.  As of July 29, 2011, seven of 
Capella’s hospitals maintained Facebook sites.  
Check with your Marketing Department to see if 
yours is one. 



 

 

Thanks to EVERYONE who participated in the 
survey.  This chart shows the breakdown by 
hospital.  While the percentage shown at the left 
represents the individual hospital’s percentage of 
total responses (out of the total 844), recognition 
for the highest participation among their own 
hospital staff goes to: 

1. Hartselle Medical Center 
2. Mineral Area Regional Medical Center 
3. Parkway Medical Center 

      



 

Here’s more information on who responded. 


